OFFICIAL
Certificate IV in Cyber Security C4-BD75 | 22603VIC

Canberra Institute
of Technology : i I
RTO Code 0101 | CRICOS No. 00001K L ‘
Certificate IV in Cyber Security C4-BD75 | 22603VIC (FACE TO FACE)
CIT Campus: CIT REID

Stage 2 - Semester 2 2024 Timetable

Legend: | Term 3 Term 4 Semester
29/07/2024 - 27/09/2024 14/10/2024 - 06/12/2024 (Term 3 + Term 4)
IMPORTANT NOTICE: *Implement Infrastructure Utilise Basic Network Concepts
DO NOT ENROL INTO THE FOLLOWING UNITS, UNLESS Utilise Basic Net KC s &
. . 1liIse basiC Networ oncepts
YOU HAVE COMPLETED THE STAGE 1 PRE-REQUISITES: *Cyber Security Industry Project P
Test Concepts and Procedures
MONDAY TUESDAY WEDNESDAY THURSDAY FRIDAY SATURDAY
9am *Implement Infrastructure 9am
9:30am Contingency Planning Manage Security Infrastructure. R°°“;: izl 9:30am
10am Expose website | Evaluate and test | Room: G029B Room: G029B Z;?\‘c_ :lrg.;l:n 10am
3 security anlincident Teacher: Saeed Teacher: Tien : 10:
10:30am - CRN: 51567 CRN: 51578 0:30am
11am vulnerabilities response 11am
Room: D132 Room: D132
11:30am Teacher: Tien Teacher: Tien 11:30am
12pm CRN: 51589 CRN: 51594 12pm
12:30pm Ethics Ethics 12:30pm
1pm _';OOT]: G(:Ing $°°mh: G(:lng *Cyber Security Cloud Services 1pm
A eacher: Vanessa eacher: vanessa 1 trv Project R - G029B N
1:30pm GBS (GiB et Rr:)oms (r5¥)29r:jec TZ:cmher: Saksham 1:30pm
2pm Expose o Teacher:\Tien CRN: 51572 2pm
2:30pm vul.nerabllltles & CRN: 5159 2:30pm
3pm Incident response CLASS FULL 3pm
3:30pm i:grz?:‘)tzitlessmn Expose vulnerabilities Expose website Evaluate and test 3:30pm
- & Incident response security an incident
4pm . . 4pm
Support Session vulnerabilities response
4:30pm Room: D132 Room: D132 Room: D132 4:30pm
S5pm Teacher: Imran Teacher: Imran S5pm
5:30pm CRN: 51590 CRN: 51595 5:30pm
6pm Manage Security *Implement 6pm
6:30pm | Infrastructure. Infrastructure 6:30pm
7om Room: G029B Room: G029B 7om
P Teacher: Adnan R Teacher: Harpreet P
7:30pm | cRrN: 51582 CRN: 51576 7:30pm
8pm 8pm
8:30pm 8:30pm
9pm 9pm
Subject title, national codes and CIT Subject codes can be found on the next page.
Note: Please note that teachers may change based on specific circumstances.
Note: This timetable may change. Classes are only available if numbers permit. Classes are filled on a first come first served basis. Page 5 of 8

For assistance, contact CIT Student Services on (02) 6207 3188 or infoline@cit.edu.au
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Canberra Institute

of Technology

RTO Code 0101 | CRICOS No. 00001K

Certificate IV in Cyber Security C4-BD75 | 22603VIC (FACE TO FACE)

Stage 2 - Semester 2 2024 Timetable

C(T

CIT Campus: CIT REID

Legend: | Term 3

29/07/2024 - 27/09/2024

Term 4

14/10/2024 - 06/12/2024

Semester
(Term 3 + Term 4)

Monday Tuesday Wednesday Thursday Friday Saturday
Contingency Planning 9:30am to 12:30pm
ICTSSAS526 — INFT 1329 — Review and update disaster recovery CRN: 51567
and contingency planning (Elective). G029B
Cloud Services 1:00pm to 3:00pm
ICTCLD401 — INFT 1382 — Configure cloud services (Elective). CRN: 51572
G029B

*Implement Infrastructure 6:00pm to 9:00pm 9:00am to 12:00pm
VU23218 — INFT 1403 — Implement network security CRN: 51576 CRN: 51573
infrastructure for an organisation (Elective). G029B G029A
DO NOT ENROL UNLESS YOU HAVE COMPLETED THE STAGE 1
PRE-REQUISITE.
Manage Security Infrastructure 6:00pm to 9:00pm 9:30am to 12:30pm
VU23219 — INFT 1400 — Manage the security infrastructure for an CRN: 51582 CRN: 51578
organisation (Elective). G0298B G029B
Ethics 12:30pm to 3:30pm
VU23223 — INFT 1396 — Apply cyber security legislation, privacy CRN: 51586
and ethical practices (Core). G029A

12:30pm to 3:30pm

CRN: 51583

GO029A
Expose website security vulnerabilities 10:00pm to 1:00pm 3:30pm to 6:30pm
VU23222 — INFT 1402 — Expose website security vulnerabilities CRN: 51589 CRN: 51590
(Elective). Support Session D132 Support Session D132
Evaluate and test an incident response E'OOpr‘n to 4:00pm 10:00pm to 1:00pm 3'30pr‘n USRI 3:30pm to 6:30pm

oom: D211 Room: D132
VU23221 — INFT 1401 — Evaluate and test an incident response CRN: 51594 CRN: 51595
plan for an enterprise (Elective). D132 D132
*Cyber Security Industry Project Q0pm to 4:00pm
VU23220 — INFT 1397 — Develop and carry out a cyber security CRN:51599
industry project (Core). D137
DO NOT ENROL UNLESS YOU HAVE COMPLETED THE STAGE 1
PRE-REQUISITES.
Note: Please note that teachers may change based on specific circumstances.
Note: This timetable may change. Classes are only available if numbers permit. Classes are filled on a first come first served basis. Page 6 of 8

For assistance, contact CIT Student Services on (02) 6207 3188 or infoline@cit.edu.au
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RTO Code 0101 | CRICOS No. 00001K

Certificate IV in Cyber Security C4-BD75 | 22603VIC (VIRTUAL)

Stage 2 - Semester 2 2024 Timetable

TIME
9am

CIT Campus: CIT REID

DO NOT ENROL INTO THE FOLLOWING UNITS, UNLESS
YOU HAVE COMPLETED THE STAGE 1 PRE-REQUISITES:

Utilise Basic Network Concepts

Legend: | Term 3 Term 4 Semester
29/07/2024 - 27/09/2024 14/10/2024 - 06/12/2024 (Term 3 + Term 4)
IMPORTANT NOTICE: *Implement Infrastructure

*Cyber Security Industry Project

Utilise Basic Network Concepts &
Test Concepts and Procedures

MONDAY

TUESDAY

WEDNESDAY

THURSDAY

C(T

FRIDAY

9:30am

10am

10:30am

1lam

11:30am

12pm

12:30pm

1pm

1:30pm

2pm

2:30pm

3pm

3:30pm

4pm

4:30pm

S5pm

5:30pm

6pm

Cloud

6:30pm

Services
Teacher:

7pm

Sara

7:30pm

CRN: 51571

8pm

8:30pm

Ethics
Teacher:
Kevin
CRN:
51584

Contribute
effectively to
WHS
communication
Teacher: Dhaval
CRN: 51565

Ethics
Teacher:
Kevin
CRN:
51585

Manage
Security
Infrastructure
Teacher:
Davood

CRN: 51580

Manage
Security
Infrastructure
Teacher:
Hasan

CRN: 51579

9pm

Contingency
Planning
Teacher:
Saeed

CRN: 51569

*Cyber Security

Industry Project

Teacher: Davood
CRN: 51597

CLASS FULL

aluate and test
an‘ocident
respoxse
Teachery
CRN: 515
CLASS FULL

bubakr

Cloud Services
Teacher:
Adnan R

CRN: 51570

yber Security
Indystry Project
Teacher: Davood
CRN: 51898
CLASS FU

BLOCK/
ONLINE

Adnan S

Contribute effectively to WHS communication — CRN: 51564
(Block delivery (6 nights) — Tuesday 8th October to Saturday 12th October, 6:00pm to 9:00pm — Virtual) Teacher:

Contribute effectively to WHS communication — CRN: 51566
IONLINE — (9-week duration) Teacher: Matali

Subject title, national codes and CIT Subject codes can be found on the next page.

Note: Please note that teachers may change based on specific circumstances.

Note: This timetable may change. Classes are only available if numbers permit. Classes are filled on a first come first served basis.
For assistance, contact CIT Student Services on (02) 6207 3188 or infoline@cit.edu.au

Page 7 of 8
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Certificate IV in Cyber Security C4-BD75 | 22603VIC (VIRTUAL)

Stage 2 - Semester 2 2024 Timetable

CIT Campus: CIT REID

h 4

Legend: | Term 3 Term 4 Semester
29/07/2024 - 27/09/2024 14/10/2024 - 06/12/2024 (Term 3 + Term 4)
Monday Tuesday Wednesday Thursday Friday Saturday
Contingency Planning *8Qpm to 9:00pm 6:00pm to 9:00pm
ICTSSAS526 — INFT 1329 — Review and update disaster recovery and CRN: 5 CRN: 51569
contingency planning (Elective).
Cloud Services 6:00pm to 8:00pm 6:00pm to 8:00pm
ICTCLD401 — INFT 1382 — Configure cloud services (Elective). CRN: 51571 CRN: 51570
*Implement Infrastructure Opm to 7:00pm
VU23218 — INFT 1403 — Implement network security infrastructure for an CRN:81575
organisation (Elective).
DO NOT ENROL UNLESS YOU HAVE COMPLETED THE STAGE 1 PRE-
REQUISITES.
Manage Security Infrastructure 6:30pm to 9:30pm 6:00pm to 9:00pm
VU23219 — INFT 1400 — Manage the security infrastructure for an CRN: 51579 CRN: 51580
organisation (Elective).
Ethics 6:00pm to 9:00pm
VU23223 — INFT 1396 — Apply cyber security legislation, privacy and ethical CRN: 51584
practices (Core). 6:00pm to 9:00pm
CRN: 51585

Expose website security vulnerabilities to 9:00pm
VU23222 — INFT 1402 — Expose website security vulnerabilities (Elective). CRN: 515
Evaluate and test an incident response m to 9:00pm
VU23221 — INFT 1401 — Evaluate and test an incident response plan for an CRN:
enterprise (Elective).
*Cyber Security Industry Project 6:00pm to 9:00pm :00pm to 9:00pm
VU23220 - INFT 1397 — Develop and carry out a cyber security industry CRN: 51597 CRN™51598
project (Core).
DO NOT ENROL UNLESS YOU HAVE COMPLETED THE STAGE 1 PRE-
REQUISITES.
Contribute effectively to WHS communication. 6:00pm to 5:00pm
BSBWHS309 — WPHS 148 — Contribute effectively to WHS communication CRN: 51565
(Core). Block delivery — Tuesday 8t October to Saturday 12t" October (6 nights) | CRN: 51564

6:00pm to 9:00pm

Online/Self-paced (9-week duration)

CRN: 51566

Note: Please note that teachers may change based on specific circumstances.
Note: This timetable may change. Classes are only available if numbers permit. Classes are filled on a first come first served basis. Page 8 of 8

For assistance, contact CIT Student Services on (02) 6207 3188 or infoline@cit.edu.au
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